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i) Basic Computer Skills 
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Course Report: 

Name of the Course –Basic Computer Skills 

Course Fee  Eligibility Duration (Hrs.) 

600/- 10 + 2 Passed & RKSMVV Students  60  

 

Duration of the Course – 60 hrs. 

Date of Commencement – 01.08.2019 

Number of students - 153 

Name of the resource person/persons –  

 

Samarpita Pal, MCA 

Objective of the Course: 

 The basic computer course syllabus is developed keeping in mind the 

requirements of students who wish to work with computers regardless of 

prior knowledge of the field. The fundamentals and the basics of 

computers are the areas that need to be taught in nearly every syllabus for 

computer basics. 
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 The subjects covered in the various computer syllabus may vary based on 

the type of course, duration, and area of expertise. The areas that are 

covered in the fundamental Computer Course syllabus include computer 

fundamentals, office productivity tools, internet and web technologies, 

programming, database management systems, networking, and cyber-

security. 

 Mastering computer skills is a necessity in today’s world. So it is urgent 

that students become computer literate. 

 Accesses to the computer and reliance on the online world have become 

common household features especially after the pandemic. So it is 

essential that the students of a knowledge of how the computer works. 

 Due to heavy reliance on online work mode, mastering computer skills 

has become mandatory nowadays. 

 To gain information, to store information, to calculate figures and to send 

information, students must acquire a basic knowledge in different 

computer languages. 

 

Curriculum: 

Basic Computer Skills 

Module Content Duration(Hrs.) 

1 Computer Applications & Basics 8 

2 Computer Operating System 10 

3 Word Processing 6 

4 Basics of Ms Excel 8 
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5 Introduction to Internet, WWW & Web Browsers 

 Internet browsing, risk of visiting and 

downloading from unknown sites, search 

 Copy content 

10 

6 Basics of Email drafting and using 

 email account creation, its features and 

settings 

5 

7 Making small presentation 7 

Assessment and Project 6 

Total duration 60 

 

Course Outcome:  

 Students learn about the physical parts of a computer, they also gather 

primary knowledge about what is hardware and what is software. 

 The students develop some basic concepts related to information 

technology. 

 They also learn some basic software practices like using Microsoft Word 

to create and form a document, using Excel system for extensive 

calculation and maintaining records, and learning to handle other 

applications. 

 They learn the art of making a powerpoint presentation, an art that has 

become the foundation of specialized studies. 

 They master the techniques of creating databases and thereby storing 

information. 
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Assessment Procedure:  

Three Formative Assessments’ scores are provided as percentages. The Total 

Grade is determined based on the overall performance across all assessments. 

The Continuous Assessment column provides a general evaluation of the 

students' participation, engagement and adherence to deadlines throughout the 

course. 

Grading criteria along with the corresponding percentage ranges: 

A: 90%-100% 

B: 80%-89% 

C: 70%-79% 

D: 60% - 69% 

F : Below 60% 
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Grade Card: 
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Completion Certificate: 
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Attendance Register: 
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2021-22 

ICT/Computing Skills Enhancement Programs: 

i) Name: - Internet and Social 

Media Safety (Event)  

(2021-22) 
Category: Online Talk 

Organising unit: IQAC & SWC, RKSMVV  
 
Date: 20/7/2021 

Time: 3pm 

Number of Students: 220 

Number of Resource Person: 1 

Details of Resource Person- Sri Murali Dhar Jt. Commissioner of Police(Crime) 

Number of Beneficiaries: 220 

Brief description of the event: On 20
th

 July, 2021, Jt. Police Commissioner Sri Murali Dhar 

delivered an insightful online talk titled "Navigating the Digital World: Ensuring Safety on 

the Internet and Social Media Platforms." The talk aimed to educate individuals about the 

potential risks associated with online activities and provide practical tips for staying safe in 

the digital age. Key Pointsof his lecture are the following. 

1. *Understanding Online Risks:* Commissioner Smith began by highlighting the various 

risks individuals may encounter while navigating the internet and social media platforms. 

These risks include cyberbullying, identity theft, online scams, phishing attacks, and 

exposure to inappropriate content. 

2. *Importance of Privacy Settings:* He emphasized the importance of regularly reviewing 

and updating privacy settings on social media accounts to control the information shared with 
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the public and limit access to personal data. Commissioner Smith urged participants to be 

cautious when accepting friend requests or connecting with unknown individuals online. 

3. *Critical Thinking and Verification:* Commissioner Smith underscored the significance of 

critical thinking and verification when encountering information online. He encouraged 

individuals to fact-check sources before sharing or believing information, especially on social 

media platforms where misinformation can spread rapidly. 

4. *Safe Online Communication:* The Commissioner provided guidance on safe online 

communication practices, including the importance of using strong, unique passwords for 

each account, avoiding sharing sensitive information publicly, and being mindful of the 

language and tone used in online interactions. 

5. *Reporting Suspicious Activity:* He emphasized the role of individuals in maintaining 

online safety by promptly reporting suspicious or illegal activity to the appropriate 

authorities. Commissioner Smith assured participants that law enforcement agencies are 

committed to investigating cybercrimes and protecting citizens from online threats. 

PROGRAMME OUTCOME: In conclusion, Police Commissioner Sri Murali Dhar’s online 

talk on Internet and social media safety provided valuable insights and practical strategies for 

staying safe in the digital world. By raising awareness about online risks and empowering 

individuals with the knowledge to protect themselves, Commissioner Dhar’s presentation 

serves as a crucial resource in promoting online safety and security within the community. 

Overall, Commissioner Dhar's talk serves as a reminder of the shared responsibility in 

safeguarding the online community and underscores the importance of proactive measures in 

mitigating online risks. 
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ICT/Computing Skills Enhancement Programs: 

iii) Name: - Cyber Security 

Awareness Rally (Event)  

(2021-22) 
Category: Rally 

Organising unit: ISOEH 

Date: 30.11.2021 

Time: 10am 

Number of Student: 10 

Brief description of the event: On National Computer Security Day, a Cyber Awareness Rally 

was organized by ISOEH on 30
th

 November,2021 and Prosomita Dey has worked as 

coordinator in this rally. 
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2022-23 

ICT/Computing Skills Enhancement Programs: 

Name of the activity: Soft Skills 

& Education: Preparing & 

Presenting PPTs (Event):  

(2022-23) 
Category: Power Point Presentation 

Date: 9.11.2022 

Time: 11a.m. 

Venue: RKSMVV College Campus 

Guide - Prof. Rohini Dharmapal and Prof. Tanju Datta, Dept. of Education , RKSMVV Number of the 

Participants: 20 students  

Brief Description and Programme Outcome: Making Power Point templates is a part of 5
th
 semester 

syllabus. Our students were taught how to make ppt presentations. They made presentations Life Skill 

and presented them before their guides, Prof. Rohini Dharmapal and Prof. Tanju Datta, Dept. of 

Education , RKSMVV. The students were divided into groups for this purpose. They took help of 

books and Internet. They did excellent teamwork and presented their works in an informative way. 

The students got an opportunity to express their creativity through these presentations. It also built a 

strong team spirit among them. They were able to use different features of Power Point to make their 

presentations look attractive and more engaging. Besides, they explained their slides in an informative 

way that helped them to express their thoughts, feelings and opinions freely. The students gained 

understanding of Life Skills. They were able to realize the importance of education in developing Life 

Skills. They could realize the importance of Life Skills for a healthy life. 
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ICT/Computing Skills Enhancement Programs: 

Name of the Activity- Digital 

Hygiene and Understanding 

Misinformation (Event): 

 (2022-23) 
Category – Workshop 

Organizing unit – Department of Journalism and Mass Communication, 

RKSMVV in collaboration with IQAC 

Date – 02/12/2022 

Time – 11am to 1 pm. 

Venue- Smart Classroom, RKSMVV 

Number of students – 37 
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Number of Resource Person: 1 

Name of Resource Person: Mr. Joydeep Das Gupta, Editor, News Sense 

Trainer, GNI India Training Network 

Number of Beneficiaries: 37 

Number of teachers – 4 

Brief description of the event – A One day Workshop titled “Digital Hygiene 

and Understanding Misinformation” was organised by the Department of 

Journalism and Mass Communication, RKSMVV in collaboration with IQAC 

on 02/12/22. The speaker Mr. Joydeep Das Gupta was brilliant and explained 

beautifully how to understand the misinformation in the pool of digital media 

channels. Being a representative of Google Network, he mainly focused on 

identification of Fake news on Google. Our eminent speaker explained that false 

or misleading information that poses as reliable news is referred to as fake 

news. Fake news typically belongs to one of two categories:  

● Stories that are purposefully erroneous, meaning that the authors are 

aware of their falsity yet choose to publish them anyhow. This could be 

done to influence public opinion or increase visitors to a certain website. 
● Narratives with some truth to them, but largely false. This could occur 

from the author's failure to verify all of their information or from their 

exaggeration of some details in order to support a point. 
 

Outcomes- The Workshop was very insightful for the students. Our students 

obtained a lot of information from the workshop. The term "fake news" was 

first used in the 19th century, so students learned that misinformation is not a 

new phenomenon, but that its creation and dissemination have changed as a 

result of the internet and social media. Before the internet, news was typically 

obtained via reliable media outlets whose reporters had to abide by stringent 

ethical standards. With few editorial standards or oversight, the internet made it 

possible to produce, exchange, and consume news and information in new 

ways. Nowadays, a lot of people get their news from social media and other 

online sources, but it's not always simple to tell which stories are true and which 

are not. All the four teachers and students were present and did all the Hands-on 

activities enthusiastically. 
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ICT/Computing Skills Enhancement Programs: 

Name: - Awareness Programme 

on Social Media (Event): 

 (2022-23) 
Category: Workshop 

Organising unit: IQAC, RKSMVV  
 
Date: 12/5/2023 

Time: 2pm 

Number of Students: 200 

Number of Resource Person: 4 

Details of Resource Person- Officials of Nager Bazar Police Station 

Number of Beneficiaries: 200 

Brief description of the event: The primary objective of the awareness programme was to 

educate students about the prevalence of social media fraud and equip them with knowledge 

and tools to protect themselves from such crimes. 1.  Officials from Nager Bazar Police 

Station delivered a comprehensive presentation outlining the various types of social media 

fraud prevalent in the community. This included phishing scams, identity theft, fake profiles, 

and financial scams.Real-life case studies and examples were shared to illustrate how 

individuals have fallen victim to social media fraud in the past. This helped attendees 

understand the tactics used by fraudsters and recognize potential warning signs. Practical tips 

and preventive measures were discussed to help individuals safeguard themselves against 

social media fraud. This included advice on setting strong passwords, being cautious of 

unsolicited messages and friend requests, and verifying the authenticity of online 
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transactions. 4. A dedicated Q&A session allowed participants to seek clarification on 

specific concerns and receive personalized advice from law enforcement officials. 

PROGRAMME OUTCOME:  

1. Increased awareness about the various forms of social media fraud and their potential 

consequences. 

2. Empowerment with practical tips and strategies to protect oneself and others from falling 

victim to online scams. 

3. Strengthened community engagement and collaboration between citizens and law 

enforcement agencies in combating cybercrime. 
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